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Corporate 

Background

Company Overview

▪ Microsoft partners specializes in improving and 

automating information governance processes: retention, 

protection & governance, leveraging Microsoft Cloud

▪ Microsoft GOLD Partner

▪ Microsoft cloud services, Project Cortex and Compliance 

partner

▪ IBM services partner for Information governance 

consulting

Locations

▪ United States: Infotechtion LLC

Company Number 202008610635

▪ UK: Infotechtion Limited

Company Number 12048948

▪ Netherlands: Infotechtion BV

Company Number 80933033

▪ Norway: Infotechtion AS

Company Number 914124972

Achievements

▪ 2019: Company and clients consolidation as part of formation

▪ 2020: First Microsoft reference to have delivered Microsoft Office 365 based records 

management at enterprise scale

▪ 2020: 0 Debt, 100% growth in staff and on track to deliver forecasted sales and profit 

margins

▪ 2020: Registered supplier on UK Government cloud framework



OUR SERVICES

INFORMATION GOVERNANCE STRATEGY

Vision Use Cases
Success 

Factors
KPIs Roadmap

INFORMATION GOVERNANCE ARCHITECTURE

Taxonomy Metadata Security Search Records

INFORMATION GOVERNANCE SOLUTIONS

Compliance 

Assessments

Governance 

Accelerators

AI 

Automation

Learning 

Solutions

Migration 

Solutions

“I consider Infotechtion one of the leading experts in Microsoft information governance. Their staff work closely with our 

enterprise customers to maximize customer investment in Microsoft products especially Microsoft information protection and 

governance to enable increased levels of compliance for customer information in Microsoft 365.”

Principal Engineering Manager, S+C Engineering, Microsoft.

Information Management Practices and Behaviours



THE CONTEXT: ARCHITECTURAL TRANSITION TO CLOUD

Microsoft Office Apps
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INFLECTION POINT – M365 EMBRACING TRADITIONAL 
CONTENT MANAGEMENT ROLES.

Source: AIIM



TRANSFORMATION APPROACHES

Traditional Migration

Accelerated 

Transformation

Intelligent Transformation

System 

inventory

Business led 

clean up

Business led 

classification

Phased 

Migration

Apply 

Governance

System 

inventory
Migrate ‘as-is’

Business led 

classification

Apply 

governance

System 

inventory

AI led classify 

Govern & migrate



HOW DO THEY COMPARE?

Approaches Business Dependency Migration Speed Governance Accuracy Overall Costs

Traditional High Subject to business 

availability (12 months)

High High

Accelerated High High (6-8 months) Low Low

Intelligent Low High (2-3 months) High Medium



GOVERNANCE PARTICIPATION/CLASSIFICATIONS

Legal
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based
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EXPECTED FINDINGS



HOLISTIC APPROACH

10
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Principle 1 The business will have the opportunity to identify important information for capture first and the 

remining decisions RIM, Risk, and Legal functions will be informative and additive to those 

decisions. 

Principle 2 Decisions to migrate or eliminate content should be based on validated and authorized rules 

and definitions rather than individual decisions for consistency and defensibility purposes.

Principle 3 Decision to eliminate, classify, or move content should be made at a single high level of the 

business rather than the individual level to minimize administrative and duplication of human 

effort

Principle 4 Content of low value should be remediated before content of high value to minimize the total 

value of content needing higher scrutiny or classification.

Principle 5 The application of rules will assume (with validation) that attempts in the past to classify content 

on network shares were intentional and should be considered useful. If a folder is identified, for 

example, as “Temporary” or “To be deleted” or “draft” or other value indicators it will be treated 

accordingly.

Principle 6 Wherever possible, the process, and application of rules will assume that good consistency is 

preferred over complete accuracy.

KEY PRINCIPLES



WHY AUTO-CLASSIFICATION?

Cost Savings
Reduced manual intervention, processing and reviews.

Reduction of litigation risks/storage costs/eDiscovery costs.

It results in a lower overall total cost of ownership

Decision Making
Provide structure to unstructured data. Data from the processed

documents increases the value of information helping in gaining

important insights and better decision making

Adapt and Change
Adapt and change to ever increasing and

highly variable flow of content. Make content

findable rather than just classified

Transparency
Improvement of compliance, security, responsiveness,

user productivity and satisfaction. Increased regulatory

transparency and accountability.

Faster ROI
Quick setup and configuration. Faster, Scalable

and objective allowing businesses to efficiently

organize content, making it available real time.



CLASSIFICATION 
ECOSYSTEM

Classification Services
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Vision Search Language Decision Speech

Cognitive Services

Azure Content

Syntex

Classifiers 
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Extractors

• OCR

• Regular Expression

• Image recognition

• Translation

• Keyword

• Classifiers

• Forms recognition

• Transcription

• Attribute reference

• Sensitive Information 

types

• Keyword Query 

Language



PRODUCT – INFOTECHTION AUTO-CLASSIFICATION



INFOTECHTION 
AUTO-
CLASSIFICATION 
- INTELLIGENT 
ANALYTICS
EXAMPLE



INFOTECHTION 
AUTO-
CLASSIFICATION
RISK 
ASSESSMENT 
EXAMPLE



INFOTECHTION 
AUTO-
CLASSIFICATION
LITIGATION 
ANALYSIS
EXAMPLE



INFOTECHTION 
AUTO-
CLASSIFICATION 
RECORDS 
CLASSIFICATION
EXAMPLE



INFOTECHTION 
AUTO-
CLASSIFICATION
DATA SAMPLING 
AND MODEL 
TRAINING
EXAMPLE



INFOTECHTION 
AUTO-
CLASSIFICATION
AI BASED 
TRANSFORMATION 
AND MIGRATION
EXAMPLE



WHY INFOTECHTION?

Strong collaboration 
and co-creation

Agility in the face of 
technology constraints

Simplified Approach Proactive management
of resistance

• A team of Information 

Governance industry experts 
with deep knowledge of both 

technology and the regulations.

• Pathfinders for Governance in 

Microsoft cloud working with 

complex multi-geo scenarios

• Accelerate the inception and 
design activities providing time 

for the business to ‘get ready’. 

• Creating a robust approach for 

integrating Governance with 
M365 architecture, not 

underestimating the impact of 

product configuration on 

timelines. 

• Providing transparency and early 

awareness of issues and 
constrains to work on mitigating 

actions.

• Weeding out the excess to 

create a simple and succinct 
journey for user across LOBs.

• Developing an approach 

together to create a journey that 

reflects strategy.

• Quickly guide – what sticks and 

what doesn’t – and ensure speed 

of turn-around.

• Building stronger relationships 

enabling and empowering 
business leadership and 

advocacy of the change.

• Keeping a close relationship with 

Microsoft experts to ensure the 

simplest route is followed.

• Set up a reference and 

foundation for data migration 

and other information related 
initiatives

Information Governance Practitioners with Hands-on experience of leading from Strategy to Adoption



VIVEK.B@INFOTECHTION.COM

HTTPS://INFOTECHTION.COM/

THANK YOU


