Integris.

FORTIFY

Replaces Regular Antivirus for Endpoint Security.

A Complete Endpoint Security Solution for your Business' Needs

Integris is excited to announce that affer a |ong period of research and o|eve|opmen‘r, we are |ounching Forfify
(SentinelOne’s Endpoint Detection and Response and 24x7 security operations center (SOC) in direct response to
the heigh’rened cyber security threats. This will rep|oce our current antivirus produc‘r with

next-generation, Artificial Intelligence (Al) powered, upgraded security to protect our clients in 2020 and beyond.

Fortify for Endpoint Security monitors your IT environment, detecting malicious threats and quickly
remedio‘ring the attack, with 24x7 support from our experienced SOC.

What is a Security Operations Center (SOC)?
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How We Do It Better

® 94x7 SOC service ® [Effective response, quick remediation

® |mmediate risk |dentification ® Ransomeware rollback
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KEY BENEFITS

@ On-demand security operations
Threats and attackers target small and medium businesses the same as big enterprise firms, leveraging the same tactics. We
provide a security operations center (SOC) that scales protfection with your business, providing the staff necessary to drive
threat remediation. This service is invaluable for a comp|e’re security p|o’rform.

() Simple deployment, always-available threat coverage
Our ‘rechno|ogy detects all known and unknown threats |everoging the latest behavior-based Techno|ogy, regord|ess of where
your endpoints are deployed (office, home, airport, café, hotel, etc.). It is a far more complete solution than cookie-cutter
“thumbprint identifying” antivirus software.

(© Next-gen threat detection and remediation
Our solution incorporates patented threat identification and remediation technology, to fully protect desktop and server
environments for Windows, Mac and Linux, as well as virtualized servers in AWS, VMWare, Citrix, VirtualBox, and Hyper-V.

& Ransomware peace of mind
A $Im warranty is included to cover costs for ransomware in the unlikelihood it is unable to protect your network or remediate
the damages. While it is not likely ransomware will ever impact you when using Fortify for Endpoint Security, it's nice to know

you are covered.
KEY FEATURES

Complete SOC Services &)
|mp|emen’r advanced operations without the need for in-house security expertise. The comp|e’re Fortify SOC ono|yzes
quarantined applications and files, reducing false positives and ensuring comprehensive protection. We take care of
the challenges of cybersecurity while you focus on your business.

Threat Detection @
Our solution ropio”y recognizes thousands of viruses and malware attack variants, inc|uo|ing cryptomining attacks, as
well as the root causes of these malicious behaviors, by quic|<|y iden’rifying and diognosing corrupt source processes
and system settings. In today's sophisticated world of cybercrime, it's imperative that security solutions are up to the
challenge of identifying and blocking hackers.

Response and Remediation (&)
When malicious behavior is detected, For’rhcy for Endpoin’r Security will quick|y rollback files to previous safe versions
’rhrough ’rrocking chonges in your devices and restoring them to an occep’rob|e risk state.

Next-Generation Endpoint Security ()
Fortify for Endpoint Security utilizes the patented SentinelOne platform for its unique malware detection and
remediation technology. This solution incorporates the industry’s most innovative prevention, providing visibility into
the root causes and origins of the threat, reversing the malicious operations and remedio’ring them at an ogi|e speed
as needed.
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Enhanced Security for $5/user




