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Customer 
Case Study

Finance – Data Breach
Prevention

„The customer has had no 
disclosed data breaches at 
all since the eperi
Gateway was installed.“
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▪ Data residency in transit, in use and at rest 

▪ Protection against internal & external 
unauthorized data access

Customer

▪ 100% Prevention of data access by internal 
system & database admins

▪ 0 Disclosed data breaches since eperi
Gateway was installed

Swiss-based International Private Bank

Project

Encryption of sensitive customer data

Problem

Our client, a Swiss-based bank managing €405 billion in assets, used to manage its customer data via internally 
unprotected datacenters. Restricted customer data was accessible for system administrators in plain text. Due to 
various data breaches in the past, corporate management decided to prevent further data losses via an encryption & 
tokenization service for restricted data.

Solution

With the eperi Gateway providing secure 
protection of confidential customer data, 
critical company information is 
pseudonymized in the different datacenters
across the world.

Since the installation of the eperi
data protection solution, we are 
able to protect all critical customer 
data without losing any 
performance.
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