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SaaS Data Privacy

„The customer reduced 
spending on IT 
resources by 50%.“
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▪ One central place to organize files, calendars 
and emails

▪ Access from all interfaces and devices

Customer

▪ 20% Higher adoption of usage of email & 
collaboration tools

▪ 50% Reduction of IT resource spending

Public Sector Organization

Project

Data pseudonymization of e-mails and calendars

Problem

The customer providing public sector occupational pensions with 5,400 participating employers and about 4.3 million 
insured employees. The public organization is adopting Microsoft Office 365 in the cloud. However, cloud storage for e-
mail and calendar data is deemed unsecure in the public sector and therefore not allowed.

Solution

eperi Cloud Data Protection Gateway is installed at a governmental cloud provider service for the local government 
office. It ensures sensitive e-mail and calendar entries are not stored in the Microsoft Office 365 Cloud in plain text. 

In any case, business users are still able to use the relevant business functionalities like searching and sorting and the 
eperi Gateway – as the only solution worldwide – supports all Microsoft interfaces on all devices (MAPI, Active Sync, 
EWS, OWA etc.)

Our employees are satisfied using 
the framework of O365 with the full 
functionality suite. Without Eperi, 
we were not allowed to use O365 as 
we are a public sector organization. 
eperi supports our governance 
strategy by encrypting confidential 
data before moving it to the cloud.
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